
 

 

 

 

 

 

 

  

  

Clues down

1. Nasty software that can have a bad impact on your device 
or computer.

3. Information about you held on computers that you wouldn’t 
want others (especially hackers) to get hold of.

4. A copy of the information held on a device (such as photos 
and documents) which is stored somewhere else.

9. Unwanted emails or messages that usually try to sell you 
something.

Clues across

2. Getting into someone else’s computer or device without 
their permission.

3. A message that tries to trick you into doing something that 
could cause you harm, such as giving away information or 
clicking on a scam website.

5. The program you use to access the Internet (such as 
Chrome, Safari, Firefox, Edge).

6. A location on the internet where you can save your data 
(rather than on your computer or device).

7. You need to create one of these to access services on the 
internet (such as email and shopping).

8. A sequence of characters (or words) used to stop criminals 
from accessing your accounts.

10. A way to stop hackers getting into your accounts, even if 
they know your password.

Solve the anagram and unlock Nano!

Once you’ve completed the crossword, write down all the letters contained in 
the blue tiles. Can you rearrange them to name the famous machine that the 
Germans used in World War II to send encrypted messages? If you can, you 
can enter this secret word in the Cyber Sprinters game, and unlock Nano!

Hint: British codebreaking experts built ‘The Bombe’ (a machine to crack the 
German messages) at Bletchley park, the wartime home of the organisation 
we now call the Government Communications Headquarters (GCHQ). 

The National Cyber Security Centre (NCSC) is part of GCHQ.
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Solve the anagram and unlock Nano!

ENIGMA.


